# DESCRIPTION

This agent procedure installs the [URL Rewrite Tool](https://www.iis.net/downloads/microsoft/url-rewrite) if it is not installed and invokes PowerShell script that mitigates MS Exchange CVE-2022-41040 vulnerability as prescribed by [Microsoft](https://msrc-blog.microsoft.com/2022/09/29/customer-guidance-for-reported-zero-day-vulnerabilities-in-microsoft-exchange-server/).

# Install instructions

1. Extract the files from the attached zip file.

2. Import the XML into the agent procedure module: <https://helpdesk.kaseya.com/hc/en-gb/articles/229012068>.

3. Execute the procedure on a target machine which runs MS Exchange.